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DECLARATION OF REAR ADMIRAL (Retired) JAMES M. McGARRAH

Pursuant to 28 U.S.C. § 1746, [, James M. McGarrah, hereby declare that to the best of my

knowledge, information, and belief, the following is true, accurate, and correct:

1. I was the Director of the Office for the Administrative Review of the Detention of

Enemy Combatants (OARDEC) from July 2004 until March 2006. I currently serve as a Special

Assistant to the Deputy Assistant Secretary of Defense for Detainee Affairs. This declaration is

intended to provide a general description of the overall Combatant Status Review Tribunal

(CSRT) process during this period in which I served as the Director of OARDEC, and

concurrently as the CSRT Convening Authority. CSRT Order, 7 July 2004, para f. This

declaration is based on my personal knowledge as well as information obtained in my official



capacity as Director of OARDEC and CSRT Convening Authority.

2. InJuly 2004, the Department of Defense established the CSRT process. This process was
established torprovide a formalized, standardized process to review the combatant status of all
“foreign nationals held as enemy combatants in the control of the Department of Defense at the
Guantanamo Bay Naval Base, Cuba.” CSRT Order, 7 Jul 2004. OARDEC was established in July
2004, and charged with implementing this process, as well as the annual Administrative Review
Boards conducted for detainees at Guantanamo. As Director of OARDEC, I was appointed the
CSRT Convening Authority by the Secretary of the Navy in July 2004. During my tenure as
Director, we conducted 558 Combatant Status Review Tribunals (CSRTs). During that time frame,
over 200 personnel (including active duty and reserve military, civilians and contractors) were
assigned to OARDEC, and were involved in carrying out OARDEC’s missions. The primary
OARDEC mission during this period was preparing for and conducting these Tribunals, and
involved the vast majority of these assigned personnel. Some of these personnel were assigned to
work at Guantanamo Bay while others were assigned in the Washington, D.C. area.

3. The CSRT procedures provide that the CSRT “Tribunal is authorized to * * * request the
production of such reasonably available information in the possession of the U.S. Government
bearing on the issue of whether the detainee meets the criteria to be designated as an enemy
combatant, including information generated in connection with the initial determination to hold the
detainee as an enemy combatant and in any subsequent reviews of that determination, as well as any
records, determinations, or reports generated in connection with such proceedings (cumulatively
called hereinafter the ‘Government Information’).” CSRT Procedures, Enc. 1, § E(3). The CSRT

Recorder is charged with, among other things, “obtain[ing] and examin[ing] the Government



Information.” CSRT Procedures, Enc. 2, § C(1). Additionally, “the Recorder has a duty to present
to the CSRT such evidence in the Government Information as may be sufficient to support the
detainee’s classification as an enemy combatant, including the circumstances of how the detainee
was taken into the custody of the U.S. or allied forces (the “Government Evidence”).” CSRT
Procedures, Enc. 2, § B(1).

4. Prior to September 1, 2004, the CSRT Recorder personally collected the Government
Information. At that time, due to the other extensive responsibilities of the Recorder' and in order to
provide greater efficiency in the collection of this information, additional individuals were assigned
to assist the Recorder in gathering detainee information. Responsibilities of Recorder, CSRT
Procedures, Enc. 2, § C(2). Accordingly, after September 1, 2004, the task of gathering and
analyzing the Government Information was performed by a specially-formed research, collection and
coordinatiqn team (hereinafter referred to as “Team”). This Team, which was dedicated to the
functions of obtaining, examining and analyzing detainee information, brought greater manpower
resources to this important function. In addition, due to the location of the Team in the Washington,
D.C. area in close proximity to other Government agencies, the interagency approval procedure used
for clearance of the Government Evidence was much more efficient. See supra text accompanying
Paragraph 10. The dedicated Team focused on the tasks of identifying relevant information on each
detainee, including information that might suggest that the detainee should not be designated as an
enemy combatant.

5. Members assigned to the Team each received approximately two weeks of training prior

to assuming their data collection responsibilities, as well as additional instruction, as appropriate,

1 Among other duties, the Recorder must attend and present evidence at CSRT hearings and prepare the records of
those proceedings. See CSRT Procedures, Enc. 2, § C
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during their tenures. The training included instruction on the CSRT process with specific emphasis
on the Recorder’s functions and responsibilities, operator training on the pertinent government
databases, as well as cultural awareness and intelligence training to assist Team members in better
understanding the potential significance of individual data elements. The Team was organized in
three separate functions.

a. The first function, Case Writer, had primary responsibility for researching, reviewing and
ultimately collecting information from government sources. The Case Writers would then use this
information to draft an unclassified summary of the factual basis for the detainee’s designation as an
enemy combatant.

b. The second function, Quality Assurance (QA), reviewed the draft products from the Case
Writers to ensure they were logical, consistent and grammatically correct.

c. The third function, Coordination, worked with the various government agencies whose
information was to be used as Government Evidence, in order to receive clearance to use their
information in the Tribunal, as well as to verify the accuracy of the Unclassified Summary.

6. Although the Team functioned as a data collection “staff” for the Recorders, each
Recorder was held personally responsible for reviewing and verifying the information provided by
the Team, for finalizing each package of unclassified and classified Government Evidence (to
include the Unclassified Summary), and for presenting this evidence to the tribunal. In reviewing
and verifying the information received from the Team, the Recorder had access to the same
information systems used by the Team, and could add information to be presented to the CSRT panel

as Government Evidence or as material that might suggest that the detainee should not be designated




as an enemy combatant; could decline to use as Government Evidence any material provided by the
Team; and/or could submit requests for fur_ther information to obtain additional evidence from
government entities. New information obtained by the Recorder in this manner would be treated as
Government Information and, if appropriate, would be included in the Government Evidence
presented to the CSRT panel. Throughout the CSRT process, the Recorder was responsible for
making the final determination of what material would be presented to the CSRT as the Government
Evidence. CSRT Procedures, Enc. 2, § B(1). In addition, both the Personal Representative and the
Tribunal members had, and exercised, the ability to request additional information; the Recorder had
the responsibility to respond to such requests.

7. The Team pursued leads found in government files relating to a detainee to identify other
material that would qualify as Government Information. First, the Team conducted computer
searches via a Defense Department database called the Joint Detainee Information Management
System (JDIMS).

a. JDIMS is an information management tool developed and used primarily to support
interrogations. Information stored on this database includes interrogation reports, intelligence
messages, intelligence reports, analyst products, and periodic detainee assessments by DoD and other
U.S. Government organizations, such as the U.S. Army Criminal Investigation Task Force (CITF).
Only information classified at the SECRET level and below is placed into the JDIMS system. The
information also must be in the possession and cdntrol of the Joint Intelligence Group (JIG), an
element of Joint Task Force Guantanamo (JTF-GTMO). The JDIMS system is a repository of
centralized information, but does not and could not hold all information that is in the possession of

the United States Government regarding a particular detainee.



b. JIG personnel regularly use and rely on this database as a primary resource when
conducting research about detainees and their interrelationships, when preparing for interrogations
and when responding to official requests for information about detainees, as well as for other
mission-critical functions. Accordingly, the JIG regularly populates the database with new detainee
information developed or uncovered through research and interrogations, and that is assessed as
pertinent to the detainee.

¢. Because the JDIMS system represented one of the most complete repositories of
information on each detainee, it was used as the starting point for gathering the material that would
qualify as the Government Information. Additionally, this database permits the interrelationships
between individuals and/or organizations to be searched and cross-referenced electronically.
Ultimately, most of the data qualifying as Government Information were found through IDIMS. The
Team also followed references that arose in these files —if a file révealed possible locations for more
information, the Team pursued those leads.

8. The second database regularly searched by the Team was the database system called
I2MS, used primarily by investigators from the Criminal Investigation Task Force (the investigatory
arm for the Office of Military Commissions). This system ﬁolds information pertaining to individual
detainees collected by CITF from both the law enforcement and intelligence communities, and would
include files on the detainees developed by the authorities who captured the detainees and transferred
them to Guantanamo, files relating to any subsequent reviews of the determination to continue to
hold the detainee, and interrogation files. The Team also followed references that arose in these files
— if a file revealed possible locations for more information, the Team pursued those leads.

9. Third, the Team reviewed paper files in the possession of JTF-GTMO, as well as other



Department of Defense databases and files that might contain information on the detainee.

10. The Team also had the ability to submit requests for information to other organizations
within the Department of Defense and to other federal agencies t;1at might have information bearing
on the issue of whether the detainee meets the criteria to be designated as an enemy combatant, that
was not already in the JDIMS database. These requests included information above the classification
level of SECRET.

a. In both the initial data search and in requests for additional information from other
agencies, the Team’s requests would be for any information bearing on the issue of whether the
detainee meets the criteria to be designated as an enemy combatant, and also specifically asked those
agencies to provide any information that might suggest the detainee should not be designated as an
enemy combatant.

b. In some instances, the Team did not directly obtain copies of Government Information
from certain intelligence agencies. Instead, upon request, certain agencies allowed properly cleared
members of the Team to review the organization’s information responsive to their request in order to
satisfy the Team’s request that the agencies produce reasonably available information under the
CSRT procedure. The Team could use information the agency authorized for inclusion in the CSRT
record to support an enemy combatant status. However, during their review, there were instances
where the Team was not permitted to use certain documents as Government Evidence or to make
copies of them, because release of these documents could reasonably be expected to cause harm to
national security by revealing sensitive information such as sources or methods. These searches

were broadly based on names and other available identifying information, and involved voluminous

responsive documents, many of which were found not relevant to the determination of whether a



detainee continued to meet the criteria for designation as an enemy combatant

c. In other instances, the Team would submit a request for information to law enforcement
agencies; however, these agencies would not ar,lways provide the Team with information contained in
certain files, due to the fact there was an ongoing investigation. In these cases, the law enforcement
agencies would do a search of the information requested and provide the Team with documentation |
stating that none of the information withheld would support a determination that the detainee is not
an enemy combatant.

d. The Team never encountered a situation where an agency objected to the use of
information that suggested a detainee should not be designated an enemy combatant.

11. A file of information was gathered as a result of these inquiries, but it did not necessarily
include all material that might be considered to meet the definition of “Government Information” in
the CSRT procedures. CSRT Procedures, Enc. 1, § E(3).

a. First, material that might qualify as Government Information from government
databases would be reviewed, but might not be collected in a distinct file if it was viewed as
being not relevant or only marginally relevant.

b. Second, as explained in Paragraph 10, some material in the possession of intelligence
agencies that would likely qualify as Government Information would be reviewed, but could not
be collected or used as Government Evidence, because of the sensitivity of the material.

12. In some instances, all of the compiled Government Information referred to in Paragraph
11 above was included in the Government Evidence. In fact, however, the Recorder was required to

present to the tribunal only “such evidence in the Government Information as may be sufficient to




support the detainee’s classification as an enemy combatant...” CSRT Procedures, Enc. 1, §H(4)
(emphasis added). Therefore in many instances not all of the Government Information was included
as Government Evidence. Three primary considerations were employed in selecting the Government
Evidence from among this information.

a. First, with respect to information derived from intelligence agencies, those
agencies needed to approve the use of their information as part of the Government Evidence before it
could be presented to the CSRT, particularly if that information was going to be used in the
unclassified portion of the CSRT. If the agency or organization declined to approve the use of
information tending to show that the detainee was an enemy combatant, it was deemed “not
reasonably available.” Often, the primary reason that this information could not be used as
Government Evidence is because release of these documents could reasonably be expected to cause
harm to national security by revealing sensitive information such as sources or methods. Also, there
was a concern about dissemination of this information beyond what was necessary. That said, the
Team never encountered a situation where an agency objected to the use of information that
suggested a detainee should not be designated an enemy combatant.

b. Second, information was often duplicative of other information. Material was frequently
not presented to the CSRT as part of the Government Evidence because it would merely duplicate
other information already included in the Government Evidence and therefore would be
unnecessarily redundant.

¢. Third, the Recorder might elect not to use certain information as Government Evidence if
the Recorder determined that other data being used as Government Evidence appeared sufficient to

support the detainee’s classification as an enemy combatant. For example, if a detainee was alleged



to be an enemy combatant based on six actions he was allegedly involved in and these six actions
were supported by documents already in the Government Evidence, the Recorder could decide not to
include documents about additional actions that the detainee took that would also suggest that the
detainee is an enemy combatant. As a result, no Government Information excluded from the
Government Evidence was taken into consideration by the CSRT in reaching a determination as to
enemy combatant status.

13. The CSRT procedures specify that “[i]n the event the Government Information contains
evidence to suggest that the detainee should not be designated as an enemy combatant, the Recorder
shall also provide such evidence to the Tribunal.” CSRT Procedures, Enc. 2, § B.1; see CSRT
Procedures, Enc. 1, § H.4 (same).

a. The Team and Recorder ensured that, as they reviewed Government Information, all
material that might suggest the detainee should not be designated as an enemy combatant was
identified and included in the materials presented to the CSRT and included in the CSRT Record.
Thus, the Team and Recorder did not exclude any such material even if it had been originally
obtained from other intelligence agencies. They also did not exclude any such material based on any
sort of sufficiency assessment. However, if certain information which suggested that the detainee
should not be designated as an enemy combatant was duplicative, the Recorder might decide not to
include that duplicative information in the Government Evidence.

b. There was one other circumstance where this type of material may be excluded from the
Government Evidence—if it did not relate to a specific allegation being made against the detainee.
For example, if the government had data that indicated the detainee had engaged in a certain specific

combatant activity and also had evidence that he had not engaged in that specific activity, the Team
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and Recorder could elect to present no data about that specific activity at all. In short, if the
Recorder decided not to demonstrate to the CSRT that a specific incident relating to the detainee
occurred, the Recorder could decide not to submit evidence to the CSRT suggesting that this specific
incident did not occur.

14. In addition to the Government Evidence, the following factual material was presented to
the CSRT and made part of the CSRT record:

(a) material submitted by the detainee or his Personal Representative;

(b) testimony of the detainee or witnesses deemed relevant and reasonably available.

(¢)  material obtained by the CSRT panel through its own requests for information.

15. After the CSRT deliberated and reached its conclusion, the CSRT determination was
reviewed by the CSRT Legal Advisor and the CSRT Director. CSRT Procedures, Enc. 1, § I(7) &
(8). Ifthe CSRT concluded, based upon the evidence before it, that the detainee should no longer be
classified as an enemy combatant, the CSRT Director would notify the intelligence agencies and
provide them an opportunity to submit additional information relating to the detainee or to reconsider
any of their prior decisions that had prevented the Recofder from using their material as Government
Evidence at the CSRT. Additionally, if the CSRT Legal Advisor or CSRT Director returned the
record to the CSRT for further proceedings, the Recorder would have the ability to supplement the
material presented to the CSRT as Government Evidence.

16. Both the CSRT Order and CSRT Regulations specifically defined the record as including
(among other things) “all the documentary evidence presented to the tribunal” (Government
Evidence). CSRT Order, 7 July 2004, para g(3), and CSRT Procedures, Encl 1., para I(5). There

was no requirement for OARDEC to compile a record of material comprising all of the records in
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government files that would qualify as Govemmept Information. The Recorder was required only to
prepare a “Record of Proceedings™ which must include 1) a statement of the time and place of the
hearing, persons present, and their qualifications; 2) the Tribunal Report Cover Sheet; 3) the
classified and unclassified reports detailing the findings of fact upon which the Tribunal decision
was based; 4) copies of all documentary evidence presented to the tribunai and summaries of all
witness testimony; and 5) a dissenting member’s summary report, if any. CSRT Procedures, Exc. 2,
§C(8). However, OARDEC made an effort to retain the Government Jnformation as referred 10 in
Paragraph 11, compiled for each CSRT. It is my understanding that despite their efforts, some of
thesc clectronic files became corrupted fol]bwing a technical change-over rom one computer system
1o another in 2005. This has made it difficult to fully recreate the electronic files of Govemnment
Information compiled for each tribunal. I also undersiand that OARDEC is currently working to
rctrieve stored data from system archives to see if it is possible to recreate the files. As of this date,
OARDEC is uncertain whether this is possible.

I declare under penalty of perjury under the Jaws of the United States of America that the

forcgoing is true, accurate, and correct.

Dated:3| May 2007 Q)wa M . W/J{MAAL
‘ Jﬂmes M. McGarrah
Rear Admiral, Civil Engineer Corps, U.S. Navy (Retired)
Specia) Assistant
Office of the Dcputy Assistant Secretary of Defense,
Detainee Affairs :
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